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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

33.884
SNAAPPY Draft CR
3
Rationale

Figure updates to reflect the different scenarios for API invoker in relation to UE.
4
Detailed proposal

***********  START OF CHANGE
5.2
Functional security models supporting RNAA
5.2.X 
API invoker is part of UE and located on the device
Figure 5.2-1 shows the functional security architecture of CAPIF when RNAA is part of the UE (i.e., independent from the third party) and located on the device. The authorization function itself is a part of the CCF. The Oauth client and the CCF shall communicate using https.
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 Figure 5.2.1-1: API invoker is part of the UE and located on the device
5.2.Y
API invoker is independent from the UE and located on the device
Figure 5.2-2 shows the functional security architecture of CAPIF when RNAA is independent form the UE (i.e., deployed by a third party) and located on the device, for instance as a single page application. The authorization function itself is a part of the CCF. The Oauth client and the CCF shall communicate using https.
<<<NOTE TO EDITOR: Visio problem - Fig needs update: The device box should contain Resource Owner Client and API invoker!)
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 Figure 5.2.2-1: API invoker independent from the UE and located on the device 

5.2.Z
API invoker is independent from the UE and located outside of the device
Figure 5.2-3 shows the functional security architecture of CAPIF when RNAA is supported and the API invoker is independent from the UE (i.e., deployed by a third party) and located outside of the device. The authorization function itself is a part of the CCF. The Oauth client and the CCF shall communicate using https.
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Figure 5.2.3-1: API invoker independent from the UE 


***********  END OF CHANGE
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